PROTOCOLS AND ARCHITECTURES FOR WIRELESS SENSOR NETWORKS

Holger Karl
University of Paderborn, GERMANY

Andreas Willig
Hasso-Plattner-Institute at the University of Potsdam, GERMANY
PROTOCOLS
AND ARCHITECTURES
FOR WIRELESS SENSOR
NETWORKS
PROTOCOLS AND ARCHITECTURES FOR WIRELESS SENSOR NETWORKS

Holger Karl
University of Paderborn, GERMANY

Andreas Willig
Hasso-Plattner-Institute at the University of Potsdam, GERMANY
## Contents

Preface xiii  
List of abbreviations xv  
A guide to the book xxiii  

### 1 Introduction 1  
1.1 The vision of Ambient Intelligence 1  
1.2 Application examples 3  
1.3 Types of applications 6  
1.4 Challenges for WSNs 7  
  1.4.1 Characteristic requirements 7  
  1.4.2 Required mechanisms 9  
1.5 Why are sensor networks different? 10  
  1.5.1 Mobile ad hoc networks and wireless sensor networks 10  
  1.5.2 Fieldbuses and wireless sensor networks 12  
1.6 Enabling technologies for wireless sensor networks 13  

### PART I ARCHITECTURES 15  

#### 2 Single-node architecture 17  
2.1 Hardware components 18  
  2.1.1 Sensor node hardware overview 18  
  2.1.2 Controller 19  
  2.1.3 Memory 21  
  2.1.4 Communication device 21  
  2.1.5 Sensors and actuators 31  
  2.1.6 Power supply of sensor nodes 32  
2.2 Energy consumption of sensor nodes 36  
  2.2.1 Operation states with different power consumption 36  
  2.2.2 Microcontroller energy consumption 38  
  2.2.3 Memory 39  
  2.2.4 Radio transceivers 40
2.2.5 Relationship between computation and communication 44
2.2.6 Power consumption of sensor and actuators 44

2.3 Operating systems and execution environments 45
2.3.1 Embedded operating systems 45
2.3.2 Programming paradigms and application programming interfaces 45
2.3.3 Structure of operating system and protocol stack 47
2.3.4 Dynamic energy and power management 48
2.3.5 Case Study: TinyOS and nesC 50
2.3.6 Other examples 53

2.4 Some examples of sensor nodes 54
2.4.1 The “Mica Mote” family 54
2.4.2 EYES nodes 54
2.4.3 BTnodes 54
2.4.4 Scatterweb 54
2.4.5 Commercial solutions 55

2.5 Conclusion 56

3 Network architecture 59

3.1 Sensor network scenarios 60
3.1.1 Types of sources and sinks 60
3.1.2 Single-hop versus multihop networks 60
3.1.3 Multiple sinks and sources 62
3.1.4 Three types of mobility 62

3.2 Optimization goals and figures of merit 63
3.2.1 Quality of service 64
3.2.2 Energy efficiency 65
3.2.3 Scalability 66
3.2.4 Robustness 67

3.3 Design principles for WSNs 67
3.3.1 Distributed organization 67
3.3.2 In-network processing 67
3.3.3 Adaptive fidelity and accuracy 70
3.3.4 Data centricity 70
3.3.5 Exploit location information 73
3.3.6 Exploit activity patterns 73
3.3.7 Exploit heterogeneity 73
3.3.8 Component-based protocol stacks and cross-layer optimization 74

3.4 Service interfaces of WSNs 74
3.4.1 Structuring application/protocol stack interfaces 74
3.4.2 Expressibility requirements for WSN service interfaces 76
3.4.3 Discussion 77

3.5 Gateway concepts 78
3.5.1 The need for gateways 78
3.5.2 WSN to Internet communication 79
3.5.3 Internet to WSN communication 80
3.5.4 WSN tunneling 81

3.6 Conclusion 81
PART II COMMUNICATION PROTOCOLS

4 Physical layer

4.1 Introduction 85
4.2 Wireless channel and communication fundamentals 86
  4.2.1 Frequency allocation 86
  4.2.2 Modulation and demodulation 88
  4.2.3 Wave propagation effects and noise 90
  4.2.4 Channel models 96
  4.2.5 Spread-spectrum communications 98
  4.2.6 Packet transmission and synchronization 100
  4.2.7 Quality of wireless channels and measures for improvement 102
4.3 Physical layer and transceiver design considerations in WSNs 103
  4.3.1 Energy usage profile 103
  4.3.2 Choice of modulation scheme 104
  4.3.3 Dynamic modulation scaling 108
  4.3.4 Antenna considerations 108
4.4 Further reading 109

5 MAC protocols 111

5.1 Fundamentals of (wireless) MAC protocols 112
  5.1.1 Requirements and design constraints for wireless MAC protocols 112
  5.1.2 Important classes of MAC protocols 114
  5.1.3 MAC protocols for wireless sensor networks 119
5.2 Low duty cycle protocols and wakeup concepts 120
  5.2.1 Sparse topology and energy management (STEM) 121
  5.2.2 S-MAC 123
  5.2.3 The mediation device protocol 126
  5.2.4 Wakeup radio concepts 127
  5.2.5 Further reading 128
5.3 Contention-based protocols 129
  5.3.1 CSMA protocols 129
  5.3.2 PAMAS 131
  5.3.3 Further solutions 132
5.4 Schedule-based protocols 133
  5.4.1 LEACH 133
  5.4.2 SMACS 135
  5.4.3 Traffic-adaptive medium access protocol (TRAMA) 137
  5.4.4 Further solutions 139
5.5 The IEEE 802.15.4 MAC protocol 139
  5.5.1 Network architecture and types/roles of nodes 140
  5.5.2 Superframe structure 141
  5.5.3 GTS management 141
  5.5.4 Data transfer procedures 142
  5.5.5 Slotted CSMA-CA protocol 142
  5.5.6 Nonbeaconed mode 144
  5.5.7 Further reading 145
5.6 How about IEEE 802.11 and bluetooth? 145
5.7 Further reading 146
5.8 Conclusion 148
9 Localization and positioning

9.1 Properties of localization and positioning procedures

9.2 Possible approaches
9.2.1 Proximity
9.2.2 Trilateration and triangulation
9.2.3 Scene analysis

9.3 Mathematical basics for the lateration problem
9.3.1 Solution with three anchors and correct distance values
9.3.2 Solving with distance errors

9.4 Single-hop localization
9.4.1 Active Badge
9.4.2 Active office
9.4.3 RADAR
9.4.4 Cricket
9.4.5 Overlapping connectivity
9.4.6 Approximate point in triangle
9.4.7 Using angle of arrival information

9.5 Positioning in multihop environments
9.5.1 Connectivity in a multihop network
9.5.2 Multihop range estimation
9.5.3 Iterative and collaborative multilateration
9.5.4 Probabilistic positioning description and propagation

9.6 Impact of anchor placement

9.7 Further reading

9.8 Conclusion

10 Topology control

10.1 Motivation and basic ideas
10.1.1 Options for topology control
10.1.2 Aspects of topology-control algorithms

10.2 Controlling topology in flat networks – Power control
10.2.1 Some complexity results
10.2.2 Are there magic numbers? – bounds on critical parameters
10.2.3 Some example constructions and protocols
10.2.4 Further reading on flat topology control

10.3 Hierarchical networks by dominating sets
10.3.1 Motivation and definition
10.3.2 A hardness result
10.3.3 Some ideas from centralized algorithms
10.3.4 Some distributed approximations
10.3.5 Further reading

10.4 Hierarchical networks by clustering
### 10.4.1 Definition of clusters 274
### 10.4.2 A basic idea to construct independent sets 277
### 10.4.3 A generalization and some performance insights 278
### 10.4.4 Connecting clusters 278
### 10.4.5 Rotating clusterheads 279
### 10.4.6 Some more algorithm examples 280
### 10.4.7 Multihop clusters 281
### 10.4.8 Multiple layers of clustering 283
### 10.4.9 Passive clustering 284
### 10.4.10 Further reading 284

### 10.5 Combining hierarchical topologies and power control 285
#### 10.5.1 Pilot-based power control 285
#### 10.5.2 Ad hoc Network Design Algorithm (ANDA) 285
#### 10.5.3 CLUSTERPOW 286

### 10.6 Adaptive node activity 286
#### 10.6.1 Geographic Adaptive Fidelity (GAF) 286
#### 10.6.2 Adaptive Self-Configuring sEnsor Networks’ Topologies (ASCENT) 287
#### 10.6.3 Turning off nodes on the basis of sensing coverage 288

### 10.7 Conclusions 288

### 11 Routing protocols 289
#### 11.1 The many faces of forwarding and routing 289
##### 11.1.2 Gossiping and agent-based unicast forwarding
#### 11.2.1 Basic idea 292
#### 11.2.2 Randomized forwarding 292
#### 11.2.3 Random walks 293
#### 11.2.4 Further reading 294

#### 11.3 Energy-efficient unicast 295
##### 11.3.1 Overview 295
##### 11.3.2 Some example unicast protocols 297
##### 11.3.3 Further reading 301
#### 11.3.4 Multipath unicast routing 301
##### 11.3.5 Further reading 304

#### 11.4 Broadcast and multicast 305
##### 11.4.1 Overview 305
##### 11.4.2 Source-based tree protocols 308
##### 11.4.3 Shared, core-based tree protocols 314
##### 11.4.4 Mesh-based protocols 314
##### 11.4.5 Further reading on broadcast and multicast 315

#### 11.5 Geographic routing 316
##### 11.5.1 Basics of position-based routing 316
##### 11.5.2 Geocasting 323
##### 11.5.3 Further reading on geographic routing 326

#### 11.6 Mobile nodes 328
##### 11.6.1 Mobile sinks 328
##### 11.6.2 Mobile data collectors 328
##### 11.6.3 Mobile regions 329

#### 11.7 Conclusions 329
12 Data-centric and content-based networking 331

12.1 Introduction 331
12.1.1 The publish/subscribe interaction paradigm 331
12.1.2 Addressing data 332
12.1.3 Implementation options 333
12.1.4 Distribution versus gathering of data – In-network processing 334

12.2 Data-centric routing 335
12.2.1 One-shot interactions 335
12.2.2 Repeated interactions 337
12.2.3 Further reading 340

12.3 Data aggregation 341
12.3.1 Overview 341
12.3.2 A database interface to describe aggregation operations 342
12.3.3 Categories of aggregation operations 343
12.3.4 Placement of aggregation points 345
12.3.5 When to stop waiting for more data 345
12.3.6 Aggregation as an optimization problem 347
12.3.7 Broadcasting an aggregated value 347
12.3.8 Information-directed routing and aggregation 350
12.3.9 Some further examples 352
12.3.10 Further reading on data aggregation 355

12.4 Data-centric storage 355
12.5 Conclusions 357

13 Transport layer and quality of service 359

13.1 The transport layer and QoS in wireless sensor networks 359
13.1.1 Quality of service/reliability 360
13.1.2 Transport protocols 361

13.2 Coverage and deployment 362
13.2.1 Sensing models 362
13.2.2 Coverage measures 364
13.2.3 Uniform random deployments: Poisson point processes 365
13.2.4 Coverage of random deployments: Boolean sensing model 366
13.2.5 Coverage of random deployments: general sensing model 368
13.2.6 Coverage determination 369
13.2.7 Coverage of grid deployments 374
13.2.8 Further reading 375

13.3 Reliable data transport 376
13.3.1 Reliability requirements in sensor networks 377

13.4 Single packet delivery 378
13.4.1 Using a single path 379
13.4.2 Using multiple paths 384
13.4.3 Multiple receivers 388
13.4.4 Summary 389

13.5 Block delivery 389
13.5.1 PSFQ: block delivery in the sink-to-sensors case 389
13.5.2 RMST: block delivery in the sensors-to-sink case 395
13.5.3 What about TCP? 397
13.5.4 Further reading 399
13.6 Congestion control and rate control 400
  13.6.1 Congestion situations in sensor networks 400
  13.6.2 Mechanisms for congestion detection and handling 402
  13.6.3 Protocols with rate control 403
  13.6.4 The CODA congestion-control framework 408
  13.6.5 Further reading 411

14 Advanced application support 413
  14.1 Advanced in-network processing 413
    14.1.1 Going beyond mere aggregation of data 413
    14.1.2 Distributed signal processing 414
    14.1.3 Distributed source coding 416
    14.1.4 Network coding 420
    14.1.5 Further issues 421
  14.2 Security 422
    14.2.1 Fundamentals 422
    14.2.2 Security considerations in wireless sensor networks 423
    14.2.3 Denial-of-service attacks 423
    14.2.4 Further reading 425
  14.3 Application-specific support 425
    14.3.1 Target detection and tracking 426
    14.3.2 Contour/edge detection 429
    14.3.3 Field sampling 432

Bibliography 437

Index 481
Preface

Integrating simple processing, storage, sensing, and communication capabilities into small-scale, low-cost devices and joining them into so-called wireless sensor networks opens the door to a plethora of new applications – or so it is commonly believed. It is a struggle to find a business model that can turn the bright visions into a prosperous and actually useful undertaking. But this struggle can be won by applying creative ideas to the underlying technology, assuming that this technology and its abilities as well as shortcomings and limitations are properly understood. We have written this book in the hope of fostering this understanding.

Understanding (and presenting) this new type of networks is a formidable challenge. A key characteristic is the need to understand issues from many diverse areas, ranging from low-level aspects of hardware and radio communication to high-level concepts like databases or middleware and to the very applications themselves. Then, a joint optimization can be attempted, carefully tuning all system components, drawing upon knowledge from disciplines like electrical engineering, computer science and computer engineering, and mathematics. Such a complex optimization is necessary owing to the stringent resource restrictions – in particular, energy – by which these networks are constrained. As a consequence, a simple explanation along the lines of the ISO/OSI model or a similar layering model for communication networks fails. Nonetheless, we have attempted to guide the reader along the lines of such a model and tried to point out the points of interaction and interdependence between such different “layers”.

In structuring the material and in the writing process, our goal was to explain the main problems at hand and principles and essential ideas for their solution. We usually did not go into the details of each of (usually many) several solution options; however, we did provide the required references for the readers to embark on a journey to the sources on their own. Nor did we attempt to go into any detail regarding performance characteristics of any described solution. The difficulty here lies in presenting such results in a comparable way – it is next to impossible to find generally comparable performance results in scientific publications on the topic of wireless sensor networks. What is perhaps missing is a suite of benchmarking applications, with clearly delimited rules and assumptions (the use of a prevalent simulator is no substitute here). Tracking might be one such application, but it clearly is not the only important application class to which wireless sensor networks can be applied.

Often, a choice had to be made whether to include a given idea, paper, or concept. Given the limited space in such a textbook, we preferred originality or an unusual but promising approach over papers that present solid but more technical work, albeit this type of work can make the difference whether a particular scheme is practicable at all.

We also tried to avoid, and explicitly argue against, ossification but rather tried to keep and promote an open mind-set about what wireless sensor networks are and what their crucial research topics entail. We feel that this still relatively young and immature field is sometimes inappropriately narrowed down to a few catchwords – energy efficiency being the most prominent example – which,
although indubitably important, might prevent interesting ideas from forming and becoming publicly known. Here, we tried to give the benefit of the doubt and at least tried to include pointers and references to some “unusual” or odd approaches.

Nonetheless, we had to omit a considerable amount of material; areas like middleware, security, management, deployment, or modeling suffered heavily or were, in the end, entirely excluded. We also had to stop including new material at some point in time – at the rate of new publications appearing on this topic, this book would otherwise never be completed (if you feel that we have overlooked important work or misrepresented some aspects, we encourage you to contact us). We still hope that it can serve the reader as a first orientation in this young, vigorous, and fascinating research area. Visit the website accompanying this book, www.wiley.com/go/wnsn, for a growing repository of lecture slides on ad hoc and sensor networks.

**Audience and Prerequisites**

The book is mainly targeted at senior undergraduate or graduate-level students, at academic and industrial researchers working in the field, and also at engineers developing actual solutions for wireless sensor networks. We consider this book as a good basis to teach a class on wireless sensor networks (e.g. for a lecture corresponding to three European Credit Transfer System points).

This book is not intended as a first textbook on wireless networking. While we do try to introduce most of the required background, it will certainly be helpful for the reader to have some prior knowledge of wireless communication already; some first contact with mobile ad hoc networking can be beneficial to understand the differences but is not essential. We do, however, assume general networking knowledge as a given.

Moreover, in several parts of the book, some concepts and results from discrete mathematics are used. It will certainly be useful for the reader to have some prior idea regarding optimization problems, NP completeness, and similar topics.
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A guide to the book

The design and optimization of a wireless sensor network draws on knowledge and understanding of many different areas: properties of the radio front end determine what type of MAC protocols can be used, the type of application limits the options for routing protocols, and battery self-recharge characteristics influence sleeping patterns of a node. A book, on the other hand, is a linear entity. We are therefore forced to find a consecutive form of presenting an inherently nonconsecutive, but densely interwoven, topic.

To overcome this problem, we structured the book in two parts (Figure 1). The three chapters of the first part give a high-level overview of applications and problems, of hardware properties, and of the essential networking architecture. These first three chapters build a foundation upon which we build a detailed treatment of individual communication protocols in the second part of the book.

This second part is loosely oriented along the lines of the standard ISO/OSI layering model but, of course, focuses on algorithms and protocols relevant to wireless sensor networks. We start out by looking at the protocols needed between two neighboring nodes in the physical, link, and medium access layers. Then, a discussion about names and addresses in a wireless sensor network follows. The next three chapters – time synchronization, localization and positioning, and topology control – describe functionality that is important for the correct or efficient operation of a sensor network but that is not directly involved in the exchange of packets between neighboring nodes. In a sense, these are “helper protocols”.

On the basis of this understanding of communication between neighbors and on essential helper functionality, the following three chapters treat networking functionality regarding routing protocols in various forms, transport layer functionality, and an appropriate notion of quality of service. The book is complemented by a final chapter on advanced application support. For extra learning materials in the form of lecture slides, go to the accompanying website, www.wiley.com/go/wsn, which is gradually being populated.

A Full Course

Selecting the material for a full course from this book should be relatively easy. Essentially, all topics should be covered, more or less in depth, using a variable number of the example protocols discussed in the book.

A Reduced Course

If time does not permit covering of all the topics, a selection has to be made. We consider the following material rather important and recommend to cover it, if at all possible.
Chapter 1: Introduction Completely.

Chapter 2: Single node architecture Treat at least Sections 2.1 and 2.2 to some level of detail. Section 2.3 on operating systems can be covered relatively briefly (depending on the focus of the course, this might not be very important material).

Chapter 3: Network architecture Cover Sections 3.1 to 3.3. The sections on service interface and gateways can be omitted for a first reading.

Chapter 4: Physical layer Depending on previous knowledge, this chapter can be skipped entirely. If possible, Section 4.3 should, however, be covered.

Chapter 5: MAC protocols An important chapter that should be covered, if possible, in its entirety. If time is short, some examples for each of different protocol classes can be curtailed.

Chapter 6: Link layer protocols Any of the three Sections 6.2, 6.3, or 6.4 can be selected for a more detailed treatment.

Chapter 7: Naming and addressing This chapter should be treated fairly extensively. Sections 7.3 and 7.4 can be omitted.

Chapter 8: Time synchronization This chapter can be skipped.

Chapter 9: Localization and positioning This chapter can be skipped.

Chapter 10: Topology control While this chapter can, in principle, be skipped as well, some of the basic ideas should be covered even in a condensed course. We would suggest to cover Section 10.1 and a single example from Sections 10.2 to 10.6 each.
Chapter 11: **Routing protocols**  An important chapter. Sections 11.2 and 11.6 may be omitted.\(^1\)

Chapter 12: **Data-centric and content-based networking**  Quite important and characteristic for wireless sensor networks. Should receive extensive treatment in a lecture.

Chapter 13: **Transport layer and Quality of Service**  This chapter also should be treated extensively.

Chapter 14: **Advanced application support**  Much of this chapter can be skipped, but a few examples from Section 14.3 should make a nice conclusion for a lecture.

Evidently, the amount of detail and the focus of a lecture can be controlled by the number of examples discussed in class. It is probably infeasible to discuss the entire book in a lecture.

\(^1\) We would like to make the reader aware of the Steiner tree problem described in Section 11.4.2. It did surprise us in preparing this book how often this problem has been "rediscovered" in the sensor network literature, often without recognizing it for what it is.
Introduction

Objectives of this Chapter

Applications should shape and form the technology for which they are intended. This holds true in particular for wireless sensor networks, which have, to some degree, been a technology-driven development. This chapter starts out by putting the idea of wireless sensor networks into a broader perspective and gives a number of application scenarios, which will later be used to motivate particular technical needs. It also generalizes from specific examples to types or classes of applications. Then, the specific challenges for these application types are discussed and why current technology is not up to meeting these challenges.

At the end of this chapter, the reader should have an appreciation for the types of applications for which wireless sensor networks are intended and a first intuition about the types of technical solutions that are required, both in hardware and in networking technologies.
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1.1 The vision of Ambient Intelligence

The most common form of information processing has happened on large, general-purpose computational devices, ranging from old-fashioned mainframes to modern laptops or palmtops. In many applications, like office applications, these computational devices are mostly used to process information that is at its core centered around a human user of a system, but is at best indirectly related to the physical environment.
In another class of applications, the physical environment is at the focus of attention. Computation is used to exert control over physical processes, for example, when controlling chemical processes in a factory for correct temperature and pressure. Here, the computation is integrated with the control; it is embedded into a physical system. Unlike the former class of systems, such embedded systems are usually not based on human interaction but are rather required to work without it; they are intimately tied to their control task in the context of a larger system.

Such embedded systems are a well-known and long-used concept in the engineering sciences (in fact, estimates say that up to 98% of all computing devices are used in an embedded context [91]). Their impact on everyday life is also continuing to grow at a quick pace. Rare is the household where embedded computation is not present to control a washing machine, a video player, or a cell phone. In such applications, embedded systems meet human-interaction-based systems.

Technological progress is about to take this spreading of embedded control in our daily lives a step further. There is a tendency not only to equip larger objects like a washing machine with embedded computation and control, but also smaller, even dispensable goods like groceries; in addition, living and working spaces themselves can be endowed with such capabilities. Eventually, computation will surround us in our daily lives, realizing a vision of “Ambient Intelligence” where many different devices will gather and process information from many different sources to both control physical processes and to interact with human users. These technologies should be unobtrusive and be taken for granted – Marc Weiser, rightfully called the father of ubiquitous computing, called them disappearing technologies [867, 868]. By integrating computation and control in our physical environment, the well-known interaction paradigms of person-to-person, person-to-machine and machine-to-machine can be supplemented, in the end, by a notion of person-to-physical world [783]; the interaction with the physical world becomes more important than mere symbolic data manipulation [126].

To realize this vision, a crucial aspect is needed in addition to computation and control: communication. All these sources of information have to be able to transfer the information to the place where it is needed – an actuator or a user – and they should collaborate in providing as precise a picture of the real world as is required. For some application scenarios, such networks of sensors and actuators are easily built using existing, wired networking technologies. For many other application types, however, the need to wire together all these entities constitutes a considerable obstacle to success: Wiring is expensive (figures of up to US$200 per sensor can be found in the literature [667]), in particular, given the large number of devices that is imaginable in our environment; wires constitute a maintenance problem; wires prevent entities from being mobile; and wires can prevent sensors or actuators from being close to the phenomenon that they are supposed to control. Hence, wireless communication between such devices is, in many application scenarios, an inevitable requirement.

Therefore, a new class of networks has appeared in the last few years: the so-called Wireless Sensor Network (WSN) (see e.g. [17, 648]). These networks consist of individual nodes that are able to interact with their environment by sensing or controlling physical parameters; these nodes have to collaborate to fulfill their tasks as, usually, a single node is incapable of doing so; and they use wireless communication to enable this collaboration. In essence, the nodes without such a network contain at least some computation, wireless communication, and sensing or control functionalities. Despite the fact that these networks also often include actuators, the term wireless sensor network has become the commonly accepted name. Sometimes, other names like “wireless sensor and actuator networks” are also found.

These WSNs are powerful in that they are amenable to support a lot of very different real-world applications; they are also a challenging research and engineering problem because of this very flexibility. Accordingly, there is no single set of requirements that clearly classifies all WSNs, and there is also not a single technical solution that encompasses the entire design space. For example, in many WSN applications, individual nodes in the network cannot easily be connected to a wired power supply but rather have to rely on onboard batteries. In such an application, the energy