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Introduction

I started seriously using Linux in 1995. Back then, Slackware 3.0 was the
popular distribution, but RedHat 2.1 and Debian 1.0 were gaining a following.
Ah, the good old days of the 1.2.13 kernel . . .

Over the last decade, I have used Linux on all types of systems and
platforms—from personal computers to mission-critical servers, and from
Intel’s x86 to PowerPC, SGI, and Sun platforms. I view the operating system as
a tool, and the right job needs the right tool. Ten years ago, the flexible Linux
system filled a niche that Microsoft, Sun, and other proprietary operating
systems could not fill. It had all the power and programming hooks that a
developer could want but was seriously lacking in usability and support.
Custom device drivers did not exist unless you built them, and compatibility
with Microsoft Windows was limited to FTP and the web.

Today, the kernel is up to version 2.6 and Ubuntu is one of the
fastest-growing Linux distributions available. Ubuntu combines all the
desirable features—usability, security, and support—into one distribution.

Moving Targets

Writing for an open source operating system is like taking a picture of a
moving target. While some parts remain focused and accurate for years, others
lose focus and become outdated quickly.

The first edition, titled Hacking Ubuntu, really contained three types of hacks:
enhancements, administration, and workarounds. While most of the enhance-
ments and administration hacks continue to work today, the open source

xxiii



xxiv Introduction

community has spent the last three years adding new features and addressing
many of the workarounds. For example, wireless encryption (WPA) support
under Dapper Drake (Ubuntu 6.06) required manual tweaking configuration
files. But three years later Ubuntu’s Jaunty Jackalope (9.04) included a
working graphical interface. Now you only need hacks for working from the
command line.

The first edition focused on the Dapper Drake 6.06 LTS version of Ubuntu.
Although other versions of Ubuntu have an 18-month support life, Dapper
was given five years of support from its corporate sponsor, Canonical Ltd. In
this edition, I have tried to not write for a specific version of Ubuntu. These
hacks are relevant for Hardy Heron (8.04 LTS) as well as Jaunty Jackalope
(9.04) and Karmic Koala (9.10), and likely long past the next LTS (due in
April 2010).

NOTE LTS stands for Long-Term Support.

Ubuntu is constantly changing. Knowing Hardy Heron (8.04 LTS) like the
back of your hand does not mean that you know Karmic Koala (9.10). While
much of the basic functionality remains the same, many of the actual imple-
mentation details have dramatically changed. Menus are altered, configuration
files moved, and even core functionality, such as the default instant messaging
software, is totally replaced. These details become much more noticeable when
a cool hack suddenly stops working. Although I have tried not to write for
specific Ubuntu versions, I do include notes and caveats about differences
between versions that impact certain hacks.

Living Dangerously

There are usually many ways to implement the same hack. The hacks that I
include in this book are the ones that I have found to be the easiest to implement
(even if ‘‘easiest’’ is still a complicated hack), the simplest to maintain, and the
most stable of the available options.

Having said that, however, any changes you make to your operating
system could result in completely screwing up the system. Unless you enjoy
reinstalling the operating system or spending hours trying to undo a mistake,
I strongly recommend the following precautions:

Make a backup! Before editing any files or making system changes,
be sure to save everything that you cannot afford to lose. Although
most hacks are easy to undo, others—like upgrading the operating
system—have a point of no return.
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TIP See Chapter 3 for a simple system backup script.

Save system files! Before you edit any system file, make a local copy
of it. For example, before editing /etc/ssh/ssh_config, save a copy of
the original (sudo cp /etc/ssh/ssh_config /etc/ssh/ssh_config.bak).
This way, you can put back the original file quickly in case you mess
something up. I also recommend commenting out undesirable configu-
ration options rather than deleting them. (It’s easier to uncomment a line
to restore functionality than it is to remember what it looked like before
you deleted it.)

Don’t play on mission-critical systems! If you cannot afford to have
downtime, then you should not be trying new tricks on the system.
Instead, tinker on a test system, make sure it works, and then apply
known-stable changes to your more serious systems.

Who This Book Is For

This book is written for the power user. Power users want the most out of their
system: the most speed, the most glitz, the most sounds, or the most security.
This book shows how to do just that.

Although you don’t have to be a programmer to get the most out of this book,
you should be familiar with Linux and know how to edit files. In particular,
knowing how to download, install, and use the basic operating system is a
must. You should be familiar enough with the Linux bash shell to create and
traverse directories, search for applications, read man pages, and edit system
files using whatever editor you are most familiar with. You should be familiar
with commands like grep, find, and sudo.

Under Linux and Ubuntu, there are many ways to get the same results and
many competing applications. There is rarely only one solution. Yet, some
applications can trigger emotional responses. For example, debating the best
editor (vi versus emacs) or the best desktop (e.g., Gnome, KDE, or Xfce) can
quickly turn into a religious war. Although examples in this book may use one
type of editor or desktop, the tasks can usually be accomplished just as easily
with some other application.

WARNING This is not an introductory book on Ubuntu. Most bookstores have a
shelf dedicated to introductory books on Linux. This book is for intermediate and
advanced users. It contains hacks, tips, and techniques for power users.
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This book does not completely encompass all the things you can do with
Ubuntu. For most of the applications covered, there are dozens of alternate
tools. And even the tools covered contain additional options and settings for
doing more things than described here. The goal of this book is to show you
some of the tricks, hacks, and tweaks that you can do with the system so that
you can better customize it to your needs. I fully expect people to build on and
extend these hacks.

How This Book Is Organized

Different power users have different needs. This book is divided into four
parts, depending on the type of power user.

Part I: Optimizing Your System—The first part of this book focuses on
usability. Chapter 1 covers the different options for installing Ubuntu.
The decisions made during the installation will dramatically impact how
the system functions. Chapter 2 addresses the user interface and desktop.
Although the default user interface is pleasant, it can be customized
into an awesome interface. Chapter 3 focuses on devices and low-level
drivers, including hard drives and printers. Chapter 4 targets common
input devices: keyboards, mice, touch pads, and tablets.

Part II: Working with Compatibility—In today’s networked world, few
people work in isolation. Part II focuses on compatibility with other
systems. Chapter 5 discusses software management and how to install
files for interoperability. Chapter 6 looks at networking tools such as
e-mail, instant messaging, and the web. Chapter 7 covers collaboration
with non-Linux systems.

Part III: Improving Performance—Whereas Part I focuses on usability
and Part II discusses compatibility, Part III looks at efficiency. Chapter 8
focuses on tuning the operating system’s performance. Chapter 9 shows
different ways to navigate the desktop, manage windows, and multitask
between applications. Chapter 10 covers performance for video and
graphics systems, including how to use multiple monitors to extend your
desktop.

Part IV: Securing Your System—It is all fun and games until someone’s
system gets compromised. This section shows tricks to check for vulner-
abilities and prevent undesirable access. Chapter 11 provides different
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approaches to lock down the system and protect your files. Chapter 12
looks at advanced networking options such as proxies and wireless net-
working. Chapter 13 provides options for safely opening up the system
with external network services.

What You Need to Use This Book

To use this book, you will need:

A computer for running Ubuntu Linux. This book specifically supports
versions 6.06 (Dapper Drake) through 9.10 (Karmic Koala), including
the long-term support version 8.04 (Hardy Heron). This book primarily
focuses on the PC (x86) platform but includes sections for the Macintosh
(PowerPC). Although other platforms are not explicitly discussed, most
of the hacks will work on these, too.

For the desktop installation, you will need at least 256 MB of RAM and
3 GB of disk space.
For the server installation, you will need at least 64 MB of RAM and
500 MB of disk space.

Internet access for downloading ISO images and additional software
packages from the online Ubuntu repositories. You will also need Internet
access for the chapters that cover network services.
For Chapter 1 (‘‘Hacking the Installation’’), you will need a CD-ROM
burner and blank CD-R or CD-RW media. For playing with USB media,
you should have one or more USB thumb drives or a USB hard drive.
Chapter 3 (‘‘Configuring Devices’’), Chapter 4 (‘‘Adapting Input
Devices’’), and Chapter 10 (‘‘Getting Graphical with Video Bling’’) cover
a variety of peripherals. You will need the peripherals in order to do the
hacks. For example, you cannot do a printer hack without a printer and
you cannot expand your desktop across monitors if you only have one
monitor.
Chapter 7 (‘‘Collaborating’’) is best done with access to other operating
systems. A computer running Apple’s MacOS X or Microsoft Windows
is a good option. However, other operating systems are also acceptable.
These computers should be located on the same network and have
network connectivity.
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Conventions

I’ve used a few conventions throughout the book to help you get the most
from the text and keep track of what’s going on:

Inline code and URLs within the text is presented with a monospaced
font, like this: System.capabilities.

Example blocks of source code are presented like this for code snippets:

statusTitle._text = “Look at the line below.“;

or like this for code listings:

statusTitle._textColor = 0xFFFFFF;

In this book, you will find occasional notes, tips, and warnings. These are
used to highlight subtle issues.

NOTE Notes point out minor items related to the topic.

TIP Tips provide small, helpful hints to make hacks work better.

WARNING Warnings alert you to possible hazards that can result from
the hacks.

Source Code

It would be unfair for a book on modifying an open source operating system
to include complex scripts and not make them easily available to the open
source community. All of the source code written for this book is available for
download at http://www.wrox.com. Once at the site, simply locate the book’s
title (either by using the Search box or by using one of the title lists) and click
the Download Code link on the book’s detail page to obtain all the source code
for the book.

NOTE Because many books have similar titles, you may find it easiest to search
by ISBN; this book’s ISBN is 978-0-470-58988-5.

Once you download the code, just decompress it with your favorite com-
pression tool. Alternately, you can go to the main Wrox code download
page at http://www.wrox.com/dynamic/books/download.aspx to see the code
available for this book and all other Wrox books.

http://www.wrox.com
http://www.wrox.com/dynamic/books/download.aspx

