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In the years since its first edition, the CISSP Prep Guide has become a most valuable resource for people interested in pursuing the CISSP credential. It also has that rare quality of having withstood the test of time and continues to appear on bookshelves for reference purposes even for those who have earned the CISSP. We are happy and proud to be associated with the CISSP Prep Guide from the start.

We have been involved with dozens of situations in which the CISSP skill set has been at the core of what is needed in “security” events. The holistic body of knowledge mastered by a CISSP is designed to ensure that you will not suffer from a focus that is too narrow, yet it is oriented to detail in the critical areas. Today more than ever, IT professionals need credentials and expertise with the sophisticated tools that can be used to scour their companies’ computers for signs of covert network connections, evidence showing unauthorized insider access to system resources, remnants from Web-based email sessions, or files that may have been used in unauthorized ways.

Many security issues today draw heavily from legal considerations that have to be taken into account before a company will make a decision. It has been our experience that advice and guidance from a person having the CISSP is reassuring because the credential serves as a badge of credibility in reassuring lawyers who advise companies. Many of the professionals we work with in industry and in government, including the FBI, have either obtained or are pursuing their CISSP.

As with other professional services, the CISSP makes his or her company stronger by the actions he or she takes day-to-day. However, sometimes events can escalate is some situations where there are indications of intentional
wrongdoing. Those situations, when they arise, almost always cause legal options to be explored. The CISSP brings great credibility to those discussions.

The actions taken each day by CISSPs to maintain and keep current the security of the systems they oversee are vitally important and will help avoid ever having to confront such a disruptive event. We encourage you to draw from the CISSP and CAP Prep Guide as you prepare for the CISSP test, and thereafter as you improve the security of the organizations you serve.

Edward M. Stroz is Managing Partner of Stroz Friedberg, LLC, a consulting and professional services firm dedicated to expertise in computer forensics, computer crimes investigations, and security. Before founding the firm in 2000, he spent 16 years with the FBI, where he formed and supervised the computer crime squad in the New York field office.

Aaron Stanley, CISSP, is Director of Information Technology at Stroz Friedberg, LLC. An accomplished investigator, security consultant, and IT manager, he led many of the initiatives discussed in the case study above.
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The need to protect information resources has produced a demand for information systems security professionals. Along with this demand came a need to ensure that these professionals possess the knowledge to perform the required job functions. To address this need, the Certified Information Systems Security Professional (CISSP) certification emerged. This certification guarantees to all parties that the certified individual meets the standard criteria of knowledge and continues to upgrade that knowledge in the field of information systems security. The CISSP initiative also serves to enhance the recognition and reputation of the field of information security.

Realizing the importance of certification and accreditation to the global security effort, the U.S. Department of State’s Office of Information Assurance and (ISC)² have collaborated to develop a credential for the Certification and Accreditation Professional (CAP). The CAP credential is an objective measure of the knowledge, skills and abilities required for personnel involved in the Certification and Accreditation process. Specifically, the credential applies to professionals responsible for formalizing processes used to assess risk and establish security requirements, as well as ensure information systems possess security commensurate with the level of exposure to potential risk. CAP is a fully independent credential, meaning that it is on the same level as the CISSP and SSCP credentials. It does not require CISSP certification as the advanced concentrations do (ISSAP, ISSEP, and ISSMP). The reader for the CAP portion of the book, as defined by (ISC)², should have some experience in one or more of a number of areas, including:

- IT security
- Information assurance
For the CISSP who wishes to concentrate in information systems security for U.S. federal information systems, the CISSP Information System Security Engineering Professional (ISSEP®) concentration certification has been established. This certification is particularly relevant for efforts in conjunction with the National Security Agency (NSA) and with other U.S. government agencies. The ISSEP concentration address four additional areas related to U.S. Government information assurance, particularly NSA information assurance. These four areas are:

- Systems Security Engineering
- Certification and Accreditation
- Technical Management
- U.S. Government Information Assurance Regulations

The ISSAP Certification is defined by (ISC)^2 as the CISSP concentration area that is designed to denote competence and expertise in information security architecture, telecommunications, preservation of business operations, and related security issues. To qualify for and obtain the ISSAP certification, the candidate must possess the CISSP credential, sit for and pass the ISSAP examination, and maintain the ISSAP credential in good standing.

The ISSMP Certification is defined by (ISC)^2 as the CISSP concentration area that is designed to denote competence and expertise in information security management. The ISSMP certification and examination cover enterprise security management, enterprisewide systems development, compliance of operations security, business continuity planning (BCP), disaster recovery planning (DRP), continuity of operations planning (COOP), and law, investigation, forensics, and ethics.

The material relevant to the ISSEP, ISSAP, and ISSMP certifications are presented in Appendices C, D, and E of this text.

The primary audience for the material in this book includes:

- Professionals working in the fields of information technology or information system security
- Computer forensics professionals