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PREFACE

The American Institute of Chemical Engineers (AIChE) has a 30-year history of involvement with process safety for chemical processing plants. Through its strong ties with process designers, builders, operators, safety professionals and academia, the AIChE has enhanced communication and fostered improvement in the high safety standards of the industry. AIChE publications and symposia have become an information resource for the chemical engineering profession on the causes of accidents and means of prevention.

The Center for Chemical Process Safety (CCPS) was established in 1985 by the AIChE to develop and disseminate technical information for use in the prevention of major chemical accidents. The CCPS is supported by a diverse group of industrial sponsors in the chemical process industry and related industries who provide the necessary funding and professional guidance for its projects. The CCPS Technical Steering Committee and the individual technical subcommittees overseeing individual projects are staffed by representatives of sponsoring companies. The first CCPS/AIChE project was the preparation of Guidelines for Hazard Evaluation Procedures. Since that time, a number of other Guidelines have been produced. One of the projects initiated in 1987 has led to the publication of this book, Guidelines for Safe Automation of Chemical Processes.

The chemical industry today is becoming increasingly automated with the advent of programmable electronic systems for measurement and control. While increased automation, including alarm systems, controls and interlocks, reduces the potential for operator error, new types of faults may occur in the automated control system. The complexity of computer-based instrumentation systems increases the potential for design and maintenance errors. To ensure a high level of safety, plant management, experienced operations personnel, process specialists, safety professionals and electrical/instrumentation/control design specialists must all collaborate intelligently and with a general knowledge of the key safety philosophies and issues. The goal of this book is to provide the designers and operators of chemical process facilities with a general philosophy and approach to the safe automation of chemical processes.

While these Guidelines for Safe Automation of Chemical Processes are intended for use by control system specialists, they also include important information on how control system design and operation is integrated with process design, safety evaluations and plant management. Further, we expect that those
primarily concerned with process design or with safety assessments will also gain from this book a better understanding of the strengths and pitfalls associated with chemical process automation. The engineer who needs a deeper understanding of the details of the discipline can consult the literature cited in the chapter references.

These Guidelines are a technical document intended for use by engineers and other persons familiar with the manufacture and use of chemicals. They are not a standard and make no attempt to cover the detailed legal requirements that apply to the construction and operation of chemical processing facilities. Meeting such requirements is a minimum basis for design and operation of all facilities and for satisfying general good practices reflected in industry and corporate standards. Over and above minimal compliance with safety regulations, each organization ultimately has the responsibility for developing its own safety philosophy and practices; thus, there are many alternate routes to achieving a high level of safety.

The CCPS Process Control Safety Subcommittee has co-authored these Guidelines, attempting to represent the spectrum of practices used by leading companies in the industry. The final draft of the book has been reviewed by CCPS sponsor organizations.
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GLOSSARY

ALPHA-TEST  The first functional test of a device or system.

AUDIT (PROCESS SAFETY AUDIT)  An inspection of plant/process unit, drawings, procedures, emergency plan, and/or management systems to verify compliance with safety standards.

AVAILABILITY  The probability that a system will be able to perform its designated function when required for use (e.g., that an IPL performs its protection function when a demand is placed on the IPL). Another term frequently used is Probability of Failure on Demand (PFD).

Availability = 1 - PFD.

BASIC PROCESS CONTROL SYSTEM (BPCS)  The control equipment and system which is installed to regulate normal production functions.

BPCS CONTROLLER  A controller dedicated to performing BPCS functions.

BETA-TEST  A device or system test comprising production components that have satisfactorily passed an alpha-test. The scale of the test is such that the equipment is installed in an operating environment and its operation is monitored to determine performance against expectations.

CHEMICAL PROCESS QUANTITATIVE RISK ANALYSIS (CPQRA)  The process of hazard identification followed by numerical evaluation of incident consequences and frequencies, and their combination into an overall measure of risk when applied to the chemical process industry.

COMMON MODE FAILURE  A single failure that directly affects multiple systems in ways that are not consequences of each other.

COMMON CAUSE FAILURE  A single condition (e.g., corrosive environment) that slowly degrades multiple systems in ways that may eventually lead to failures.

CONFIGURATION  (1) Interconnected equipment forming a system. (2) Application programming using vendor-embedded software.

DEMAND  A condition or event that requires a protective system or device to take appropriate action to prevent or mitigate a hazard.

DIAGNOSTIC PROGRAM  A troubleshooting program for identifying hardware or software malfunctions.

DIVERSITY  A number of independent and different means to perform the same overall protective function.

EMERGENCY SHUTDOWN SYSTEM  A term that is being superseded by Safety Interlock System.
FAIL-SAFE A concept that defines the failure direction of a component/system as a result of specific malfunctions. The failure direction is toward a safer or less hazardous condition.

FAIL-TO-DANGER An equipment fault which inhibits or delays actions to achieve a safe operational state should a demand occur. The fail-to-danger fault has a direct and detrimental effect on safety.

FAULT TOLERANCE That property of a system which permits it to carry out its assigned function in the presence of one or more faults in the hardware or software.

FINAL CONTROL ELEMENT A device that manipulates a process variable to achieve control.

HAZARD A chemical or physical condition that has the potential for causing damage to people, property, or the environment.

HUMAN ERROR Mistakes by people, such as designers, engineers, operators, maintenance personnel, or managers that may contribute to or result in undesired events.

HUMAN/MACHINE INTERFACE (HMI) The operators’ windows to monitoring and keys, knobs, switches, etc. for making adjustments in the process.

INDEPENDENT PROTECTION LAYER (IPL) A system or subsystem specifically designed to reduce the likelihood or severity of the impact of an identified hazardous event by a large factor, i.e. at least by a 100 fold reduction in likelihood. An IPL must be independent of other protection layers associated with the identified hazardous event, as well as dependable, and auditable. (See Section 2.2.2.)

INTEGRITY LEVEL An indicator of SIS performance as measured by PFD (i.e., 1 - availability). (See Section 2.3.4.2.)

INTERLOCK SYSTEM A system that, in response to a predetermined condition, initiates or prevents a predefined action.

LOGIC SOLVER The portion of the SIS that performs the logic function (electromechanical relays, the CPU of a PES, etc.).

MAN/MACHINE INTERFACE (MMI) See Human/Machine Interface.

MITIGATION SYSTEM A system designed to respond to a hazardous event sequence by reducing its impact consequences.

OPERATOR'S WORKSTATION A device that allows the operator to communicate with the PES. It can be used to enter information, to request and display stored data, to actuate various preprogrammed command routines, etc. (See HMI).

PROBABILITY OF FAILURE ON DEMAND (PFD) See Integrity Level.

PROCESS HAZARDS ANALYSIS TEAM (PHA team) The group of operational, process, instrument/electrical/control, and safety specialists who are responsible for the safety and integrity evaluation of the process from its inception through its implementation and transfer to plant operations, to meet corporate safety guidelines.
PROGRAMMABLE ELECTRONIC SYSTEM (PES) A computer-based system connected to sensors and final control elements for the purpose of control, protection, or monitoring.

PROGRAMMABLE ELECTRONIC SYSTEM (PES) CONTROLLER A distributed control system controller, PLC system controller, single loop controller, etc.

PROGRAMMABLE LOGIC CONTROLLER (PLC) A computer, hardened for an industrial environment, for implementing specific functions such as logic, sequencing, timing, counting, and control. Although these are more commonly called Programmable Controllers, the acronym PLC is used in this book because PC is more commonly used in referring to a personal computer.

PROTECTION LAYER (PL) Protection layers typically involve special process designs, process equipment, administrative procedures, the basic process control system (BPCS) and/or planned responses to imminent adverse process conditions; and these responses may be either automated or initiated by human actions.

QUALITATIVE METHODS Methods of design and evaluation developed through experience.

QUANTITATIVE METHODS Methods of design and evaluation based on theory and mathematical analysis.

REDUNDANCY The employment of two or more devices, each performing the same function, in order to improve reliability.

RELIABILITY Probability that a component or system will function correctly under stated conditions for a stated period of time (for an IPL, it is reflected in the impact of spurious shutdowns; for a BPCS, it is reflected in the mean successful operating period).

RISK A measure of potential human injury, environmental damage, or economic loss in terms of both incident likelihood and the magnitude of the consequent potential injury, damage, or loss.

RISK ANALYSIS The development of a risk estimate based on engineering evaluation, and mathematical techniques for combining estimates of incident consequences and frequencies.

RISK ASSESSMENT The process of making risk estimates and using the results to make decisions.

SAFETY INTERLOCK SYSTEM (SIS) An instrumented IPL whose purpose is to take the process to a safe state when predetermined conditions are violated.

SAFETY INTERLOCK SYSTEM CONTROLLER A controller dedicated to performing SIS functions.

SAFETY LAYER See Independent Protection Layer.

SAFETY REQUIREMENT SPECIFICATION The SRS is a compilation of information found in the PHA report, logic diagram, process technology docu-
ments, P&ID, etc., including both functional requirements and safety integrity requirements.

**SEPARATION**  The physical and functional isolation of all hardware and software elements. Physical separation is defined as the requirement that the basic process control function (regulatory control—BPCS) and the safety interlock function (SIS) be performed in different logic solvers. Functional separation is achieved through the elimination of common-mode failures in execution of the BPCS and the SIS functions. This may require the separation of BPCS and SIS sensors, final elements, I/O components, the logic solvers, the software operating systems, and the application programs. Some communication may be allowed between separate components and systems as long as no common mode failures can occur. (See Appendix B)

**SOFTWARE LIFE CYCLE**  The activities occurring during a period of time that starts when the software is conceived and ends when the software is no longer supportable for use. The software life cycle typically includes a requirements phase, development phase, test phase, integration phase, installation phase, and a maintenance phase. (See IEC/TC 65A: Software for computers in the application of industrial safety-related systems.)

**SUPERVISORY CONTROL COMPUTER**  A computer, with HMI display and input devices, designed for accepting BPCS status inputs and either reporting data to the operator for process manipulation or indirectly regulating the process by manipulating setpoints in the BPCS. Process computer applications realize advanced levels of control, such as economic optimization, constraint control, model-based control, override control, multivariable control, statistical process control, etc.

**USER-APPROVED (UA)**  Refers to PES equipment status. (See Section 3.3.2.1).

**USER-APPROVED SAFETY (UAS)**  Refers to PES equipment status. (See Section 3.3.2.2).

**VIDEO DISPLAY UNIT (VDU)**  Any of several types of HMI that use video technology.

**WATCH DOG TIMER (WDT)**  A timer implemented to prevent the system from looping endlessly, providing inaccurate communications, or becoming idle because of program errors or equipment faults.
ACRONYMS

AIChE American Institute of Chemical Engineers
API American Petroleum Institute
ASME American Society of Mechanical Engineers
BPCS Basic Process Control System
CSA Canadian Standards Association
CCPS Center for Chemical Process Safety
CMA Chemical Manufacturers Association (U.S.)
CPI Chemical Process Industry
CPU Central Processing Unit
CPQRA Chemical Process Quantitive Risk Analysis
DCS Distributed Control System
DCSC Distributed Control System Controller
DDC Direct Digital Control
DIN Deutsches Institut für Normung e.V. (The Standards Institution of Germany)
EMI Electromagnetic Interference
ESD Emergency Shutdown (see SIS)
ETA Event Tree Analysis
FAT Factory Acceptance Test
FDT Fractional Dead Time (see PFD)
FM Factory Mutual, Inc. (U.S.)
FMEA Failure Modes and Effects Analysis
FMECA Failure Modes Effect and Criticality Analysis
FSSL Fail-Safe Solid State Logic
FTA Fault Tree Analysis
HAZOP Hazard and Operability Study
HMI Human/Machine Interface
HSE Health & Safety Executive (U.K.)
IEC International Electrotechnical Commission (Switzerland)
IEEE Institute of Electrical and Electronic Engineers (U.S.)
I/O Input/Output
IPL Independent Protection Layer
ISA Instrument Society of America
ISO International Organization for Standardization (Switzerland)
LAN Local Area Network
LEL Lower Explosion Limit
MMI Man/Machine Interface (see HMI)
<table>
<thead>
<tr>
<th>Acronym</th>
<th>Full Form</th>
</tr>
</thead>
<tbody>
<tr>
<td>MTBF</td>
<td>Mean Time between Failures</td>
</tr>
<tr>
<td>MTDF</td>
<td>Mean Time to Detect Failure</td>
</tr>
<tr>
<td>MTTF</td>
<td>Mean Time to Failure</td>
</tr>
<tr>
<td>MTTR</td>
<td>Mean Time to Repair</td>
</tr>
<tr>
<td>NDFIT</td>
<td>Nondestructive Fault Insertion Testing</td>
</tr>
<tr>
<td>NEC</td>
<td>National Electric Code (U.S.)</td>
</tr>
<tr>
<td>NEMA</td>
<td>National Electrical Manufacturers' Association (U.S.)</td>
</tr>
<tr>
<td>NFPA</td>
<td>National Fire Protection Association, Inc. (U.S.)</td>
</tr>
<tr>
<td>OSHA</td>
<td>Occupational Safety and Health Administration (U.S.)</td>
</tr>
<tr>
<td>PES</td>
<td>Programmable Electronic System</td>
</tr>
<tr>
<td>PFD</td>
<td>Probability of Failure on Demand</td>
</tr>
<tr>
<td>PHA</td>
<td>Process Hazard Analysis</td>
</tr>
<tr>
<td>PI</td>
<td>Proportional-Integral</td>
</tr>
<tr>
<td>PID</td>
<td>Proportional-Integral-Derivative</td>
</tr>
<tr>
<td>P&amp;ID</td>
<td>Piping and Instrumentation Diagram</td>
</tr>
<tr>
<td>PLC</td>
<td>Programmable Logic Controller</td>
</tr>
<tr>
<td>QA</td>
<td>Quality Assurance</td>
</tr>
<tr>
<td>QRA</td>
<td>Quantitative Risk Assessment</td>
</tr>
<tr>
<td>RBD</td>
<td>Reliability Block Diagram</td>
</tr>
<tr>
<td>RFI</td>
<td>Radiofrequency Interference</td>
</tr>
<tr>
<td>RTD</td>
<td>Resistance-Temperature-Detectors</td>
</tr>
<tr>
<td>SIS</td>
<td>Safety Interlock System</td>
</tr>
<tr>
<td>SRS</td>
<td>Safety Requirements Specification</td>
</tr>
<tr>
<td>SSSC</td>
<td>Single Station Digital Controller</td>
</tr>
<tr>
<td>SLC</td>
<td>Single Loop Controller</td>
</tr>
<tr>
<td>TÜV</td>
<td>Technischer Überwachungs-Verein e.V. (Technical Inspection Association of Germany)</td>
</tr>
<tr>
<td>UA</td>
<td>User Approved</td>
</tr>
<tr>
<td>UAS</td>
<td>User Approved Safety</td>
</tr>
<tr>
<td>UL</td>
<td>Underwriters Laboratory, Inc. (U.S.)</td>
</tr>
<tr>
<td>UPS</td>
<td>Uninterruptible Power Supply</td>
</tr>
<tr>
<td>VDU</td>
<td>Video Display Unit</td>
</tr>
<tr>
<td>WDT</td>
<td>Watchdog Timer</td>
</tr>
</tbody>
</table>
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INTRODUCTION

1.0 OBJECTIVE

The preparation of this document was sponsored by the American Institute of Chemical Engineers (AIChE) Center for Chemical Process Safety (CCPS) as a part of their continuing effort to improve the safety performance of the chemical processing industry (CPI) through education of engineers and others who design, start-up, operate, maintain, and manage chemical processing plants. In particular, this book provides guidelines for the safe application of automation systems to the control of chemical/petrochemical processes.

1.1 SCOPE

This book is directed not only toward those responsible for the design, installation, use, and maintenance of process control systems, but also to the broader community of engineers who are responsible for the safe design, operation, and management of chemical processes. In the past, instrumentation and process control systems were designed by specialists who often were not full participants in process design development. As control systems become increasingly automated and more complex, it is even more important to safe design and operation that process design engineers and instrumentation and control specialists understand each other's disciplines and work together to provide facilities where instrumentation and control systems are fully integrated with process design to provide inherently safe facilities.

These guidelines provide current information to improve safety in the application of both the Basic Process Control System (BPCS) and the Safety Interlock System (SIS). The primary emphasis is on application of Programmable Electronic Systems (PESs), but the principles may be applied to all types of control system hardware. The term "PES" applies to all types of digital control systems: Distributed Control Systems (DCSs), Programmable Logic Controllers (PLCs), Single-Station Digital Controllers (SSDCs), and other microprocessor-based equipment that may be used for control applications.

The complete control system is covered, from the field-mounted process sensors through the control modules, the Human–Machine Interface (HMI), and the final control elements. The guidelines are applicable to both new and existing process control systems.
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1.2 LIMITATIONS

The discussion of safety issues in this book is limited to the direct or indirect applications of instrumentation and control devices that can prevent and/or mitigate identified unacceptable process conditions. The focus of this book is on human and environmental safety and does not stress the issue of property loss. These guidelines are not intended for the nuclear industry, nor the military. The special safety concerns related to the discrete parts manufacturing industry, materials handling industry, or the packaging industry are not addressed in this book even though they may have some applicability in the chemical/petrochemical industry. Neither do these Guidelines cover fire protection systems. This book does not provide guidelines for the identification of potentially hazardous conditions nor does it address application of prevention and/or mitigation techniques that do not involve automation. This book suggests guidelines for how to determine whether or not you need an SIS and provides guidelines for how to design one if it is needed. The reader is referred to other CCPS publications as well as other texts and standards for information covering these other topics, namely, Guidelines for Technical Management of Chemical Process Safety, Guidelines for Chemical Process Quantitative Risk Analysis, Guidelines for Hazard Evaluation Procedures, and Guidelines for Safe Storage and Handling of High Toxic Hazard Materials.

These Guidelines were written by a group of experts who are leaders in the safe automation of chemical processes. The book also has been reviewed by more than a dozen sponsor companies and organizations who support CCPS. Thus, the Guidelines in this book represent a spectrum of the current practices of industry leaders in this area.

1.3 OVERVIEW OF THE CONTENTS

Each of the seven chapters following this introduction addresses a phase of the automation process. While some elements of sound process control and automation are presented as a starting point, primary emphasis is on specific issues that impact safety, rather than operability and reliability.

There are many good references addressing basic considerations in the selection of instrumentation and application to the control of chemical processes. References are listed at the end of each chapter. The reader is encouraged to use additional sources in applying sound engineering practices to the application of automation systems.

A brief description of each chapter follows.
1.3.1 Chapter 2—The Place of Automation in Chemical Plant Safety...

A Design Philosophy

The chemical processing industry is in transition due to worldwide competition, increasing governmental regulations, and customer demands for product consistency and purity. These changing conditions require the use of more automation and less dependence on the human element in day-to-day operations. Rapid technological changes in control systems are also introducing additional pressures and opportunities that become important considerations. The impact of these factors on the application of automation to chemical processes is discussed.

Proper application of control systems improves safety in the operation of chemical processes. The use of modern technology offers additional enhancements if properly applied. Chapter 2 offers guidelines to accomplish this for both the Basic Process Control Systems (BPCSs) and the Safety Interlock Systems (SISs). The need to integrate these systems into an overall automation system is discussed.

A model is presented that steps through the different phases that should be included in the design of automation systems. It emphasizes the need for conducting hazard analysis, performing risk assessments, and identifying the various means that will be used to prevent and/or mitigate any hazards identified. Since both the BPCS and the SIS play important roles in this effort, the factors that are recommended for consideration in their selection, design, and application are discussed. Specific details covered in succeeding chapters of the text are referenced.

The concepts of "protection layer" and "Independent Protection Layer" are introduced. Guidelines are presented for identifying and evaluating if protection layers qualify as "Independent Protection Layers" (IPLs) using a set of specific criteria. Once the protection layers are defined and the need for additional protection in the form of automated protection layers is identified, a means for determining the design criteria for the required SIS IPL is presented. The need for each company to develop specific criteria in this area is emphasized, since decisions involve judgments of acceptable risk.

Finally, this chapter presents a summary of a safety design philosophy. The guidelines contained in the following chapters are based on this philosophy.

The approach presented in this chapter illustrates how a qualitative technique can be utilized if more rigorous quantitative techniques are not appropriate.

Readers are cautioned to satisfy their own guidelines or criteria when classifying systems (i.e., establishing SIS design requirements) and to use these guidelines in making distinctions among classifications.
1.3.2 Chapter 3—Techniques for Evaluating Integrity of Process Control Systems

This chapter discusses the importance of analyzing failure modes that may exist in control system components. It also covers the various techniques that can be utilized in evaluating the effects of these failures on the overall safety of the process. While both qualitative and quantitative techniques are presented, the reader is referred to other references for specific details.

The role of a Process Hazards Analysis (PHA) team is described and a framework for risk assessment and control throughout the life cycle of a process is presented. Particular emphasis is placed on the integration of process control system safety evaluations with overall risk review and control activities.

The types of safety reviews conducted during the evolution of a process design are described with emphasis on how automated process control system safety is integrated with overall process risk mitigation.

A technique for the certification or approval of equipment for particular applications within the automation process is suggested. A procedure to accomplish this is presented and both the benefits and shortcomings are discussed.

An extensive list of references is provided for the user.

1.3.3 Chapter 4—Safety Considerations in the Selection and Design of Basic Process Control Systems

Chapter 4 gives guidance in the application of control system technology, field instrumentation (process sensors and final control elements), operator/control system interface considerations, and process controllers in the Basic Process Control System (BPCS).

The safety impact of process sensors is discussed. Safety considerations in applying single-loop (pneumatic, analog, and digital) and distributed control system controllers are discussed. The application of varying types of final-control elements (e.g., control valves) is also presented. Emphasis is on the safety aspects rather than on general application and selection guidelines, since these can be found in other texts and references.

Operator/control system interface considerations are covered from the viewpoint of information overload or adequacy of information available to the operator. Guidelines are presented for selecting and supporting various types of hardware in the BPCS.

Information is also provided relating to safety concerns in power supply, grounding and distribution systems, installation of specific components, communication considerations between systems, and the use of advanced control techniques.