Additional praise for *Cyber Threat! How to Manage the Growing Risk of Cyber Attacks*

“Don Ulsch has written a provocative and informative book that is a must-read for all board members. You cannot protect against risks you are not aware of, and, although at times his message is scary, Don certainly lays out the cyber risks companies face.”

—Debra Squires-Lee, Partner, Sherin and Lodgen, LLP

“Don Ulsch’s new book is a passionate, sincere, and thorough analysis of the problem of cyber attacks, in all of its aspects. The Introduction title, “What Every Current and Future Senior Executive Must Know about the Cyber Threat,” summarizes perfectly the vast content of Don’s book. One does not have to be a senior executive in order to understand, appreciate, and enjoy Don’s book. A must-read, definitely.”
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—Ira Winkler, President, Secure Mentem
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—Nikk Gilbert, CISSP, CISM, Vice President and Chief Information Security Officer,
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“The loss of security around our most valued information has become an enormous drain on our national resources and is disruptive to our everyday lives. The source of risks is not always what they appear to be. Mr. Ulsch’s sage advice and counsel helps each of us who handle or manage important information limit our exposure and loss of information.”

—Danny Miller, System Chief Information Security Officer, Office of the Chief Information Officer, the Texas A&M University System
“Don has dedicated his professional career to researching and educating various industry groups about cyber security, and he is truly a global expert. Don clearly explains cyber security threats originating from sources domestic and foreign, how cyber attacks are perpetrated, and why organized crime, terrorist organizations, and some countries are winning the cyber war. *Cyber Threat!* alerts readers as to how and why electronic information is at risk and provides solutions on how to protect this information.”

—Thomas Alger, Director of Risk Management, Mass Development
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—David R. Wilson, Esq., President, Gateway Associates

“*Cyber Threat!* clearly sets the scene for today’s challenges in this arena. Don addresses the global threat environment head-on and then discusses essential ways to protect intellectual property, infrastructure, and corporate reputation. It is a must-read for all IT security and compliance professionals.”

—David A. Wilkinson, The Bellwether Group, Inc.

“The corporate board room is under attack from many sides, the most concerning of which is the threat of cyber crimes. Don Ulsch is uniquely qualified to provide effective protection techniques to ensure that the integrity of corporate information is maintained at the highest level. This book is a must-read for all levels of management in both the private and public sector.”

—Donald P. Hart, Esq., Nantucket, Massachusetts

“We’ve embarked on the ‘Internet of things’ without a clear understanding of what it will mean to our digital and personal lives. Don gives us the undeniable facts that every board member and corporate executive should read. You can’t ignore the truth after you read this book.”

—Patricia Titus, Vice President and Chief Information Security Officer, Freddie Mac
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Foreword

Like a red morn that even betokened, Wreck to
the seaman, tempest to the field, Sorrow to the
shepherds, woe unto the birds, Gusts and foul
flaws to herdsmen and to herds.

—Shakespeare, Venus and Adonis (1593)

It has been some time since you have read and studied Shakespeare,
let me offer another version of the warning in the epigraph:

Red sky in the morning—Sailors take warning.

—Author, unknown

Don Ulsch has once again, in his most recent book, clearly explained the
cyber threat risks. This threat became crystal clear to me, when, as U.S.
Attorney for the District of Massachusetts, I was approached by a U.S.–based
Fortune 150 company that was being extorted by an organized crime syndi-
cate, operating with impunity, in an eastern European country. The demand:
cash. The risk for the company: the loss of years of product research and
development and hundreds of millions of dollars of future revenue.

Frustratingly, the organized crime syndicate operated in a place beyond
the reach of our federal government resources. The lessons I learned during
that investigation were the great and growing cyber risks faced by U.S.
companies and the limited abilities of our government to protect those
companies and their shareholders from this harm. It is morning in corporate America, and many are facing a red sky.

Notwithstanding this real and escalating harm that costs our government, consumers, and the private sector billions in losses, far too many executives continue to ignore the “perfect storm” we are facing.

Louis Pasteur once said, “Chance favors the prepared mind.” Don Ulsch explains how chance also favors the prepared company.

When Thomas Alva Edison said “Genius is 1% inspiration and 99% perspiration,” his idea of perspiration was hard work, not worry. To be successful in protecting a company’s assets from today’s threats requires 99 percent preparation and 1 percent perspiration. For those executives who view their companies as less than 99 percent prepared, Don Ulsch’s book is just the right prescription. And like the early sailor viewing the sunset, the benefits for those prepared executives will be a “red sky at night—and the executives delight.”

—Michael Sullivan
Partner
Ashcroft Law Firm
Kansas City, Missouri
WHERE TO begin? Start with the fundamental assertion that we are at war, a cyber war. The topic is expansive and seems to become more inclusive every day as the word “cyber” enters almost every aspect of our lives. “Cyber” is becoming so familiar to us now that we passively accept anything associated with it. We don’t always appreciate that, but it is true, and it becomes truer with every new day and Internet-enabled device. We don’t see all of these devices, either. From laptops and smartphones and tablets to automobiles to refrigerators, cockpits, and smart homes, we are connected. The utilities that power our inventions and domiciles are connected. Hospitals are connected. Retail stores, insurance companies, defense contractors, automobile manufacturers are connected, too, as are chemical manufacturers, agriculture, and government. It seems like everyone is connected to everything, and all is connected to or by the Internet.

And that’s great—or so it seems. But the bad actors of the world, from organized criminals to narcotics traffickers to identity thieves to traffickers of humans, sex, illegal arms, and even weapons of mass destruction, have also found a cyber stage upon which to perform.

This book is about three defined issues. First is the cyber threat. Growing worse by the day, it is omnipresent, diversified, giving the word “cyber” a bad reputation. Cyber love, cyber kindness, cyber humility, cyber goodness, cyber cheer—these terms are vastly outgunned by other cyber-ish terms. Cyber war, cyber terror, cyber bullying, cyber fraud, cyber spying, cyber crime come to mind.

Second is the notion of vulnerability. What makes us vulnerable, and what increases this vulnerability? Things like social media contribute to this state of vulnerability. So does mobility, a culture of information on demand, anywhere, anytime, and on any device. It seems the more information-rich and information-device diverse we become, the more vulnerable we become. Somewhat insidiously, the more vulnerable we become, the less we may
realize it. Why? Because we are so intimately familiar with all things cyber. Cyber haunts the backstory of most everything we do. It is invisible. Only its symbols are seemingly magically visible. Its commonness instills if not a sense of trust, then one of virtual indifference. As with a colorful toy, we are mesmerized with cyber things, even if the word is never uttered. Games, maps, menus, books, movies, lectures, newspapers, magazines, and just about everything else is digital.

The third undertaking is what enterprises can do to help offset the threats by addressing vulnerabilities. Interestingly enough, governments are trying to reduce the threats through public policy, regulation, security guidelines, and frameworks. However, there is no escaping the fact that every organization must face these issues, with or without input and insight from the government. These are not assignable risks. This book examines some of the things organizations, from government to public and private enterprises, should do to prepare for what many consider to be an inevitable breach. No organization is helpless. Far from it. The issue isn’t that there’s nothing to do, that we’re totally defenseless. It’s more that the synaptic charges that are supposed to get through to the boards lose thrust and intensity along the way.

Ralph Waldo Emerson once wrote that nothing great ever happens without enthusiasm. One of the great things that can be done in the face of the powerful cyber threat is simply to accept it, confront it head-on, and commit to managing the risks it conveys. There is an opportunity to generate enthusiasm about managing the cyber threat, about mitigating the risks it poses.

Divided into three parts, this book conveys the message that “security” and “technology” are two words that every board director must embrace, because these two words result in two other words that the board understands all too well: “risk impact.” Part I examines the cyber threat in its many forms. Part II takes a look at the vulnerabilities common to companies, while Part III provides strategies for more effectively controlling the risks associated with cyber attacks.

This book hopes to instill that enthusiasm by discussing the threat, examining the vulnerabilities, and embracing change that leads to more resilience and resistance to the threat. But one thing is certain: Cyber crime is like any other crime. It isn’t going away. Just the opposite seems true. And a cyber war defines war. No war in the future will take place without this dimension. We live in a digital universe, for better or worse. Make no mistake. We need to manage the cyber element of our universe so that it does not manage us. The greatest risk is in failing to meet this threat.
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