Hacking the Hacker
Hacking the Hacker

Learn from the Experts Who Take Down Hackers

Roger A. Grimes
I dedicate this book to my wife, Tricia. She is truly the woman behind the man in every sense of the saying.
(ISC)² books published by Wiley provide aspiring and experienced cybersecurity professionals with unique insights and advice for delivering on (ISC)²’s vision of inspiring a safe and secure world.

(ISC)² is an international nonprofit membership association focused on inspiring a safe and secure cyber world. Best known for the acclaimed Certified Information Systems Security Professional (CISSP) certification, (ISC)² offers a portfolio of credentials that are part of a holistic, programmatic approach to security. (ISC)²’s membership is made up of certified cyber, information, software and infrastructure security professionals who are making a difference and helping to advance the industry.
Roger A. Grimes has been fighting malicious computer hackers for three decades (since 1987). He’s earned dozens of computer security certifications (including CISSP, CISA, MCSE, CEH, and Security+), and he even passed the very tough Certified Public Accountants (CPA) exam, although it has nothing to do with computer security. He has created and updated computer security classes, been an instructor, and taught thousands of students how to hack or defend. Roger is a frequent presenter at national computer security conferences. He’s been paid as a professional penetration tester to break into companies and their web sites, and it has never taken him more than three hours to do so. He’s previously written or co-written eight books on computer security and nearly a thousand magazine articles. He’s been the InfoWorld magazine computer security columnist (http://www.infoworld.com/blog/security-adviser/) since August 2005, and he’s been working as a full-time computer security consultant for more than two decades. Roger currently advises companies, large and small, around the world on how to stop malicious hackers and malware. And in that time and those experiences, he’s learned that most malevolent hackers aren’t as smart as most people believe, and they are definitely not as smart as most of the defenders.
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